
  

   
 

 

PARTNER UPDATE – March 2nd, 2021 

 

Hello KIS Clients, 

Microsoft recently published an article detailing how cloud solutions are better able to protect you than on-

prem (Microsoft’s warning). While this can be the case, the article also warns of the limitations and 

sharing responsibility. Providers of Cloud solutions must be trusted to be as secure and capable as they 

promote. 

With the Azure, Exchange, Intune, and other source code being compromised by the SolarWinds hack and 

the continuing updates to the impact of the hacks on identified vendors (and those yet to be discovered), 

you must be aware of the risks and security of your data internally as well as on any hosting provider’s 

platform. 

Adding to the above, malicious actors (like phishing emails) have become prominent attack vectors. 

Again, how do you decide? KIS is experienced and ready to help you select and implement the best 

possible solution. Whether it is Cloud, Hybrid, or on-prem, our team has done it and has the knowledge to 

ensure you are secured as best as you can be in any of these models. 

We can implement your solution using a number of compliance standards and frameworks such as NIST, 

ISO, GDPR, and many others. If you are interested, please contact us, and we’ll be happy to provide a 

free consultation.  
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Craig 
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